
DON’T GET 

HOOKED 
BY PHISHING

An email is 

addressed vaguely 

with salutations

such as 

“Dear Valued 

Customer.”

The sender address 

looks strange 

or doesn’t match 

the contents 

of the email. 

A request is 

completely unsolicited 

and was not initiated

by any action

on your part. 

You are being asked 

to surrender personal 

information such as 

banking or credit card 

info/credentials. 

Something just 

doesn’t feel right. 

An offer seems too 

good to be true.

 The subject uses 

urgent or threatening 

language such as 

“Account Suspended” 

or “Unauthorized Login 

Attempt.”

You are being offered

a lot of money

for no reason... 

all you have to do

is click. 

The email is 

poorly written, looks 

highly unprofessional 

or simply makes 

no sense.  

phish·ing  /fiSHiNG/
noun

The fraudulent practice of sending emails purporting to be from reputable 

companies in order to induce individuals to reveal personal information, 

such as passwords and credit card numbers.

8 Warning Signs That You’ve Received a Phishing Email

(215) 793-4200

info@cratin.com  |  www.cratin.com

Contact us today to schedule a free 
cybersecurity consultation.

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text

jcjc
Typewritten Text




